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***** 1st Change *****
4.23.4.3
UE Triggered Service Request with I-SMF insertion/change/removal

When, as part of a UE Triggered Service Request, I-SMF is to be inserted, changed or removed, the procedure in this clause is used. It includes the following cases:

-
the UE moves from SMF service area to new I-SMF service area, a new I-SMF is inserted (i.e. I-SMF insertion); or

-
the UE moves from old I-SMF service area to new I-SMF service area, the I-SMF is changed (i.e. I-SMF change); or

-
the UE moves from old I-SMF service area to SMF service area, the old I-SMF is removed (i.e. I-SMF removal).

If the service request is triggered by network due to downlink data and a new I-UPF is selected, forwarding tunnel is established between the old I-UPF(if the old I-UPF is different from PSA) and the new I-UPF to forward buffered data.

For Home Routed Roaming case, the I-SMF (old and new) and I-UPF (old and new) are located in Visted PLMN, while the SMF and UPF(PSA) are located in the Home PLMN. In this HR roaming case only the case of I-SMF change applies (there is always a V-SMF for the PDU Session).
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Figure 4.23.4.3-1: UE Triggered Service Request procedure with I-SMF insertion/change/removal

1.
Same as the steps 1-3 defined clause 4.2.3.2.

2.
The AMF determines whether new I-SMF needs to be selected based on UE location and service area of the SMF, if new I-SMF needs to be selected, the AMF selects a new I-SMF as described in clause 4.23.2.

Case: I-SMF insertion or I-SMF change, steps 3-9 are skipped for I-SMF removal case.

3.
If the AMF has selected a new I-SMF, the AMF sends a Nsmf_PDUSession_CreateSMContext Request (PDU Session ID, SM Context ID, UE location info, Access Type, RAT Type, Operation Type) to the new I-SMF. The SM Context ID points to the old I-SMF in case of I-SMF change or to SMF in case of I-SMF insertion.


The AMF set the Operation Type to "UP activate" to indicate establishment of N3 tunnel User Plane resources for the PDU Session(s). The AMF determines Access Type and RAT Type based on the Global RAN Node ID associated with the N2 interface.


If the UE Time Zone has changed compared to the last reported UE Time Zone then the AMF shall include the UE Time Zone IE in this message.

4a.
The new I-SMF retrieves SM Context from the old I-SMF (in case I-SMF change) or SMF (in case I-SMF insertion) by invoking Nsmf_PDUSession_Context Request (SM context type, SM Context ID). The new I-SMF uses SM Context ID received from AMF for this service operation. SM Context ID is used by the recipient of Nsmf_PDUSession_Context Request in order to determine the targeted PDU Session. SM context type indicates that the requested information is all SM context, i.e. PDN Connection Context and 5G SM context.

4b.
The old I-SMF in case of I-SMF change or SMF in case of I-SMF insertion responds with the SM context of the indicated PDU Session.


If the service request is triggered by downlink data , the old I-SMF or SMF includes a forwarding indication in the response to indicate that a forwarding tunnel is needed for sending buffered downlink packets . For I-SMF insertion, if I-UPF controlled by SMF was available for the PDU Session, the SMF includes a forwarding indication.

5.
The new I-SMF selects a new I-UPF: Based on the received SM context, e.g. S-NSSAI, and UE location information, the new I-SMF selects a new I-UPF as described in clause 6.3.3 of TS 23.501 [2].

6.
The new I-SMF initiates a N4 Session Establishment to the new I-UPF. In case tunnel endpoint is allocated by the new I-UPF, the new I-UPF provide tunnel endpoints to the new I-SMF, otherwise the new I-SMF allocates the tunnel endpoints and provides them to the new I-UPF.


If forwarding indication was received, the new I-SMF also allocates the tunnel endpoints for transferring the buffered DL data from the old I-UPF, or requests the new I-UPF to allocate them.

7a. If the tunnel endpoints for the buffered DL data were allocated, the new I-SMF invokes Nsmf_PDUSession_UpdateSMContext Request (tunnel endpoints for buffered DL data) to the old I-SMF in the case of I-SMF change in order to establish the forwarding tunnel. The new I-SMF uses the SM Context ID received from AMF for this service operation.

7b.
The old I-SMF, in the case of I-SMF change initiates a N4 session modification to the old I-UPF to send the tunnel endpoints for buffered DL data to the old I-UPF. After this step, the old I-UPF starts to send buffered DL data to the new I-UPF.

7c.
The old I-SMF, in the case of I-SMF change responds the new I-SMF with Nsmf_PDUSession_UpdateSMContext response.

8a.
In the case of I-SMF change, the new I-SMF invokes Nsmf_PDUSession_Update Request (SUPI, PDU Session ID, new I-UPF DL tunnel information, SM Context ID at I-SMF, Access Type, RAT Type, DNAI list supported by the new I-SMF) towards the SMF. The new I-SMF uses the SM Context ID at SMF received from old I-SMF for this service operation.


In the case of I-SMF insertion, the new I-SMF invokes Nsmf_PDUSession_Create Request (new I-UPF DL tunnel information, new I-UPF tunnel endpoint for buffered DL data, SM Context ID at I-SMF, Access Type, RAT type, DNAI list supported by the new I-SMF) towards the SMF.


The SM Context ID at I-SMF is to be used by the SMF for further PDU Session operation, e.g. to notify the new I-SMF of PDU session release. If SM Context ID at the I-SMF exists (i.e. in the case of I-SMF change), the SMF shall replace the SM Context ID at I-SMF.


The new I-UPF tunnel endpoint for buffered DL data is used to establish the forwarding tunnel (from old I-UPF controlled by SMF to new I-UPF controlled by new I-SMF).

8b.
The SMF initiates N4 Session Modification toward the PDU Session Anchor UPF. During this step:

-
The SMF provides the new I-UPF DL tunnel information.

-
If different CN Tunnel Info need be used by PSA UPF, i.e. the CN Tunnel Info at the PSA for N3 and N9 are different, a CN Tunnel Info for the PDU Session Anchor UPF is allocated

-
For I-SMF insertion, if a new I-UPF tunnel endpoint for buffered DL data is received, the SMF triggers the transfer of buffered DL data to the new I-UPF tunnel endpoint for buffered DL data.


From now on the PDU Session Anchor UPF begins to send the DL data to the new I-UPF as indicated in the new I-UPF DL tunnel information

8c.
The SMF responds to the new I-SMF with Nsmf_PDUSession_Update Response (the DNAI(s) of interest for this PDU Session in the case of I-SMF change or Nsmf_PDUSession_Create Response (the DNAI(s) of interest for this PDU Session Tunnel Info at UPF(PSA) for UL data in the case of I-SMF insertion if it is allocated in step 8b).


In the case of I-SMF insertion and the PDU session corresponds to a LADN, the SMF shall release the PDU session after the service request procedure is completed.


In the case of I-SMF insertion the SMF starts a timer to release resource, i.e. resource for the indirect data forwarding tunnel.

9.
The new I-SMF sends a Nsmf_PDUSession_CreateSMContext Response (N2 SM information (PDU Session ID, QFI(s), QoS profile(s), CN N3 Tunnel Info, S-NSSAI, User Plane Security Enforcement, UE Integrity Protection Maximum Data Rate), N1 SM Container, Cause)) to the AMF. The CN N3 Tunnel Info is the UL Tunnel Info of the new I-UPF.


If the PDU Session has been assigned any EPS bearer ID, the new I-SMF also includes the mapping between EPS bearer ID(s) and QFI(s) into the N2 SM information to be sent to the NG-RAN.


The new I-SMF starts a timer to release resource, i.e. reource for the indirect data forwarding tunnel.

Case: I-SMF removal: steps 10 to 16 are skipped for I-SMF insertion or I-SMF change cases.

10.
If the UE has moved from service area of old I-SMF into the service area of SMF, the AMF sends a Nsmf_PDUSession_CreateSMContext Request (SUPI, PDU Session ID, AMF ID, SM Context ID at I-SMF, UE location info, Access Type, RAT Type) to the SMF.


If the UE Time Zone has changed compared to the last reported UE Time Zone then the AMF shall include the UE Time Zone IE in this message.


The AMF set the Operation Type to "UP activate" to indicate establishment of User Plane resources for the PDU Session(s). The AMF determines Access Type and RAT Type based, as defined in clause 4.2.3.2.

11a.
The SMF retrieves SM Context from the I-SMF by invoking Nsmf_PDUSession_Context Request (SM context type). The SMF uses SM Context ID received from AMF for this service operation. SM context type indicates that the requested SM context is all, i.e. PDN Connection Context and 5G SM context.

11b.
The old I-SMF responds with the SM context of the indicated PDU Session. If the service request is triggered by downlink data (i.e. the old I-SMF received downlink data notification from old I-UPF), the old I-SMF includes a forwarding indication in the response to indicate that a forwarding tunnel is needed for sending buffered downlink packets from old I-UPF to new I-UPF or PSA (in the case that new I-UPF is not selected).

12.
The SMF may select a new I-UPF: If the SMF determines that the service area of the PSA does not cover the UE location, the SMF selects a new I-UPF based on S-NSSAI, and UE location information as described in clause 6.3.3 of TS 23.501 [2].

13.
If a new I-UPF is selected by SMF, the SMF initiates a N4 Session Establishment to the new I-UPF. If the tunnel endpoint is allocated by the new I-UPF, the new I-UPF provide tunnel endpoints to the SMF, otherwise the SMF allocates the tunnel endpoints and provides them to the new I-UPF. If forwarding indication was received, the SMF also allocate the tunnel endpoints for the buffered DL data from the old I-UPF, or request the new I-UPF to allocate them.


If the new I-UPF is not selected, i.e. the PSA can serve the UE location, the SMF may initiate N4 Session Modification to the PSA to allocate UL N3 tunnel endpoints Info of PSA. The SMF provides the UL N3 tunnel endpoints Info to PSA in case tunnel endpoint is allocated by the SMF, otherwise, the PSA provides the UL N3 tunnel endpoints to SMF. If the forwarding indication was received, the SMF allocates the tunnel endpoints for the buffered DL data from the old I-UPF, or request the PSA to allocate them.

14a.
If the tunnel endpoints for the buffered DL data were allocated, the SMF invokes Nsmf_PDUSession_UpdateSMContext Request (tunnel endpoints for buffered DL data) to the old I-SMF in order to establish the forwarding tunnel. The SMF uses the SM Context ID received from AMF for this service operation.

14b.
The old I-SMF initiates a N4 session modification to the old I-UPF and sends the tunnel endpoints for buffered DL data to the old I-UPF. After this step, the old I-UPF start to send buffered DL data to the new I-UPF or PSA in case new I-UPF is not selected.

14c.
The old I-SMF responds the SMF with Nsmf_PDUSession_UpdateSMContext response.

15.
If a new I-UPF was selected by SMF, the SMF initiates N4 Session Modification toward the PDU Session Anchor UPF, providing the new I-UPF DL tunnel information. The PSA begins to send the DL data to the new I-UPF as indicated in the new I-UPF DL tunnel information.

16.
The SMF sends a Nsmf_PDUSession_CreateSMContext Response (N2 SM information (PDU Session ID, QFI(s), QoS profile(s), CN N3 Tunnel Info, S-NSSAI), N1 SM Container, Cause)) to the AMF. The CN N3 Tunnel Info is the UL Tunnel Info of the new I-UPF.


If the PDU Session has been assigned any EPS bearer ID, the SMF also includes the mapping between EPS bearer ID(s) and QFI(s) into the N2 SM information to be sent to the NG-RAN.


The SMF starts a timer to release the resource, i.e. resource for indirect data forwarding tunnel.

17.
These steps are same as steps 12 to 14 in clause 4.2.3.2. After step 16, the Uplink data is transferred from (R)AN via new I-UPF (if exists) to PSA. If procedure in clause 4.2.3 is triggered together with this procedure, this step can be executed together with the corresponding steps in clause 4.2.3.

17a. If the step 9 or step 16 was successful response, in case of I-SMF removal or change, the AMF sends Nsmf_PDUSession_ReleaseSMContext Request (I-SMF only indication) to old I-SMF for the release of resources in old I-SMF. The I-SMF only indication indicates to old I-SMF not to invoke resource release in SMF.


The old I-SMF starts a timer to release resources, i.e. resource for indirect data forwarding tunnel.

17b. The old I-SMF responds to AMF with Nsmf_PDUSession_ReleaseSMContext response.

Case: I-SMF insertion or I-SMF change: steps 18 to 21 are skipped for the I-SMF removal case.

18.
The AMF sends an Nsmf_PDUSession_UpdateSMContext Request (N2 SM information, RAT type, Access type) to the new I-SMF.


If the AMF received N2 SM information (one or multiple) in step 17, then the AMF shall forward the N2 SM information to the relevant new I-SMF per PDU Session ID.

19.
The new I-SMF updates the new I-UPF with the AN Tunnel Info and List of accepted QFI(s). Downlink data is now forwarded from new I-UPF to UE.

20a.
The new I-SMF invokes Nsmf_PDUSession_Update request (RAT type, Access type) to SMF. The SMF updates associated access of the PDU Session.

20b.
If dynamic PCC is deployed, SMF may initiate notification about new location information to the PCF (if subscribed) by performing an SMF initiated SM Policy Modification procedure as defined in clause 4.16.5.1. The PCF may provide updated policies.

20c.
The SMF responds with Nsmf_PDUSession_Update Response.

21.
The new I-SMF sends a Nsmf_PDUSession_UpdateSMContext Response to AMF.

Case: I-SMF removal: steps 22 to 25 are skipped for the I-SMF insertion or I-SMF change cases.

22.
The AMF sends a Nsmf_PDUSession_UpdateSMContext Request (N2 SM information, RAT Type, Access Type) to the SMF. The AMF determines Access Type and RAT Type based on the Global RAN Node ID associated with the N2 interface.


If the AMF received N2 SM information (one or multiple) in step 17, then the AMF shall forward the N2 SM information to the relevant new I-SMF per PDU Session ID.

23.
If dynamic PCC is deployed, SMF may initiate notification about new location information to the PCF by performing an SMF initiated SM Policy Modification procedure as defined in clause 4.16.5.1. The PCF may provide updated policies.

24.
If a new I-UPF was selected by the SMF, the SMF updates the new I-UPF with the AN Tunnel Info and List of accepted QFI(s), otherwise, the SMF updates the PSA with the AN Tunnel Info and List of accepted QFI(s).

25.
The SMF sends a Nsmf_PDUSession_UpdateSMContext Response to AMF.

26a. In the case of I-SMF insertion or I-SMF change, upon timer set in step 9 expires and the indirect data forwarding tunnel was established before, the new I-SMF sends N4 Session Modification request to new I-UPF to release resources for the forwarding tunnel.


In the case of I-SMF removal, upon timer set in step 16 expires and the indirect data forwarding tunnel was established before, the SMF sends N4 Session Modificatin request to the new I-UPF or PSA to release the resource for the forwarding tunnel.

26b.
In the case of I-SMF removal or change, upon timer set in step 17a expires and the indirect data forwarding tunnel was established before, the old I-SMF sends N4 Session Release request to the old I-UPF to release resources for the PDU Session. The old I-SMF releases the SM Context for the PDU Session.


In the case of I-SMF insertion, upon timer set in step 8c expires and the indirect data forwarding tunnel was established before, the SMF sends N4 Session Release request to the old I-UPF to release the resource for the PDU Session.

***** 2nd Change *****
4.23.5.1
PDU Session establishment procedure

For non roaming or LBO roaming, it includes the following cases:

-
If the service area of the selected SMF includes the location where the UE camps, the UE requested PDU Session Establishment procedure is same as described in clause 4.3.2.2.1.

-
If the service area of the selected SMF does not include the location where the UE camps, the AMF selects an I-SMF that serves the area where UE camps. The UE requested PDU Session Establishment procedure for Home-routed Roaming defined in clause 4.3.2.2.2 is used to establish the PDU Session. Compared to the procedure defined in clause 4.3.2.2.2, the V-SMF and V-UPF are replaced by I-SMF and I-UPF, and H-SMF and H-UPF are replaced by SMF and UPF(PSA) respectively. Also only the S-NSSAI with the value defined by the serving PLMN is sent to the SMF. The I-SMF provides the DNAI list it supports to SMF and the SMF provides the DNAI(s) of interest for this PDU Session to I-SMF based on the DNAI list information received from I-SMF as defined in Figure 4.23.9.1-1 step 1.
-
When the delegated discovery is used, the SCP selects the SMF as described in Annex E.

For the Home-Routed roaming case, the UE requested PDU Session Establishment procedure for Home-routed Roaming in clause 4.3.2.2.2 can be reused without change.

***** 3rd  Change *****
4.23.7.3.3
Execution phase
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Figure 4.23.7.3.3-1: Inter NG-RAN node N2 based handover, execution phase, with I-SMF insertion/change/removal

1.
Steps 1-6 in clause 4.9.1.3.3 are performed with the following change:


Step 6a: If the I-SMF is changed, removed, the T-AMF includes an indication in Namf_Communication_N2InfoNotify to indicate the I-SMF change/removal.


Step 6c: The SMF in this step is source I-SMF in case of I-SMF removal or change, or is SMF in case of I-SMF insertion.

Case: I-SMF insertion, or I-SMF change, step 2~9 are skipped for I-SMF removal case.

2.
T-AMF to Target I-SMF: Nsmf_PDUSession_UpdateSMContext Request (Handover Complete indication).


Handover Complete indication is sent per each PDU Session to the corresponding Target I-SMF to indicate the success of the N2 Handover.

Case: I-SMF change, step 3 is skipped for I-SMF insertion.

3a.
S-AMF to Source I-SMF: Nsmf_PDUSession_ReleaseSMContext Request (I-SMF only indication).


After received N2 handover notify from T-AMF, if indication of I-SMF change/removal has been received, the S-AMF invokes Nsmf_PDUSession_ReleaseSMContext Request to inform the Source I-SMF to release the SM context of the PDU Session. The I-SMF only indication is used to inform the Source I-SMF not to invoke resource release in SMF. The Source I-SMF initiates a timer to release the SM Context of the PDU Session.

3b.
Source I-SMF to S-AMF: Nsmf_PDUSession_ReleaseSMContext Response.

4a.
Void.

4b.
Void.

5a.
Target I-SMF to Target I-UPF: N4 Session Modification Request. The N4 Modification Request indicates DL AN Tunnel Info of T-RAN to UPF.

5b.
The Target I-UPF to Target I-SMF: N4 Session Modification Response.

6.
Target I-SMF to SMF: In the case of I-SMF change, Nsmf_PDUSession_Update Request (PDU Session ID, End Marker indication, DL CN Tunnel Info of Target I-UPF for N9, DNAI(s) supported by the I-SMF).


In the case of I-SMF insertion, Nsmf_PDUSession_Create (PDU Session ID, End Marker indication, DL CN Tunnel Info of Target I-UPF for N9, DNAI(s)). The SMF initiates a timer to release the resource, i.e. resource for indirect data forwarding tunnel.


The End Marker Indication is used to indicate that End Marker(s) is to be sent.

7a.
SMF to UPF (PSA): N4 Session Modification Request.


The SMF sends N4 Session Modification Request to UPF PSA, providing the DL CN Tunnel Info of Target I-UPF to the UPF PSA.

7b.
UPF (PSA) to SMF: N4 Session Modification Response.

8.
SMF to Target I-SMF: In the case of I-SMF change, Nsmf_PDUSession_Update Response. In the case of I-SMF insertion, Nsmf_PDUSession_Create Response. The SMF provides the DNAI(s) of interest for this PDU Session to Target I-SMF.

In the case of I-SMF insertion and the PDU session corresponds to a LADN, the SMF shall release the PDU session after the handover procedure is completed.

9.
Target I-SMF to T-AMF: Nsmf_PDUSession_UpdateSMContext Response.


If indirect data forwarding applies, the Target I-SMF starts an indirect data forwarding timer, to be used to release the resource of indirect data forwarding tunnel.

Case: I-SMF removal, step 10~14 are skipped for I-SMF insertion, or I-SMF change case.

10.
T-AMF to SMF: Nsmf_PDUSession_UpdateSMContext Request (Handover Complete indication).


Handover Complete indication is sent per each PDU Session to the corresponding SMF to indicate the success of the N2 Handover.

11a.
S-AMF to Source I-SMF: Nsmf_PDUSession_ReleaseSMContext Request (Handover Complete indication, I-SMF only indication).


After received N2 handover notify from T-AMF, if indication of I-SMF change/removal has been received, the S-AMF invokes Nsmf_PDUSession_ReleaseSMContext Request to inform the Source I-SMF to release the SM context of the PDU Session. I-SMF only indication is used to inform the Source I-SMF not to invoke resource release in SMF. The Source I-SMF initiates a timer to release the SM Context of the PDU Session.

11b.
Source I-SMF to S-AMF: Nsmf_PDUSession_ReleaseSMContext Response.

12a.
[Conditional]SMF to Target I-UPF: N4 Session Modification Request.


If the Target I-UPF is selected by SMF, the SMF to Target I-UPF: N4 Session Modification Request. The N4 Modification Request indicates DL AN Tunnel Info of T-RAN to Target I-UPF.

12b.
[Conditional] Target I-UPF to SMF: N4 Session Modification Response

13a.
SMF to UPF (PSA): N4 Session Modification Request.


The SMF sends N4 Session Modification Request to UPF(PSA). The N4 Modification Request indicates DL AN Tunnel Info of T-RAN to UPF(PSA) if Target I-UPF is not selected by SMF. The N4 Modification Reqeust indicates DL CN Tunnel Info of Target I-UPF if Target I-UPF is selected by SMF.

13b.
UPF (PSA) to SMF: N4 Session Modification Response. PDU Session Anchor sends one or more "end marker" packets for each N3/N9 tunnel on the old path immediately after switching the path, the source NG-RAN shall forward the "end marker" packets to the target NG-RAN.
14.
SMF to T-AMF: Nsmf_PDUSession_UpdateSMContext Response (PDU Session ID).


If indirect data forwarding applies, the SMF starts an indirect data forwarding timer, to be used to release the resource of indirect data forwarding tunnel.

15.
Steps 12, 14 in clause 4.9.1.3.3 are performed.

Case: I-SMF insertion, or I-SMF change, step 16~18 are skipped for I-SMF removal case.

16a.
[Conditional]Target I-SMF to Target I-UPF: N4 Session Modification Request.


After indirect data forwarding timer set in step 9 expires, the Target I-SMF sends an N4 Session Modification Request to Target I-UPF to release the indirect data forwarding resource in Target I-UPF.

16b.
[Conditional]Target I-UPF to SMF: N4 Session Modification Response.

Case: I-SMF change, step 17 is skipped for I-SMF insertion.

17a.
Source I-SMF to Source I-UPF: N4 Session Release Request.


Upon the timer set in step 3 expires, the Source I-SMF sends N4 Session Release Request (Release Cause) to Source I-UPF to release the the resources for the PDU Session. This message is also used to release the indirect data forwarding resource in Source I-UPF.

17b.
Source I-UPF to Source I-SMF: N4 Session Release Response.


The Source I-SMF releases SM Context of the PDU Session.

Case: I-SMF insertion, step 18 is skipped for I-SMF change.

18a.
SMF to UPF: N4 Session Modification Request.


Upon the timer set in step 6 expires, if UPF(PSA) is used for indirect forwarding, the SMF sends an N4 Session Modification Request to UPF(PSA) to release the the indirect data forwarding resource in UPF(PSA). If the UPF (PSA) uses different Tunnel Info for N3 and N9, this message is also used to release the N3 Tunnel. If I-UPF is used for indirect forwarding, the SMF sends an N4 Session Modification Request to the I-UPF to release the indirect data forwarding resource.

18b.
UPF to SMF: N4 Session Modification Response.


If UPF(PSA) is used for indirect forwarding, the UPF (PSA) sends N4 Session Modification Response to SMF.


If I-UPF is used for indirect forwarding, the I-UPF sends N4 Session Modification Response to SMF.

Case: I-SMF removal, step 19~20 are skipped for I-SMF insertion, I-SMF change case.

19a.
The Source I-SMF to Source I-UPF: N4 Session Release Request.


Upon the timer set in step 11 expires, the Source I-SMF sends N4 Session Release Request (Release Cause) to Source I-UPF to release the the resources for the PDU Session. This message is also used to release the indirect data forwarding resource in Source I-UPF.

19b.
Source I-UPF to Source I-SMF: N4 Session Release Response.


The Source I-SMF releases SM Context of the PDU Session.

20a.
SMF to UPF: N4 Session Modification Request.


Upon the timer set in step 14 expires, if UPF(PSA) is used for indirect forwarding, the SMF sends an N4 Session Modification Request to UPF (PSA) to release the indirect forwarding resource in UPF (PSA). If the UPF (PSA) uses different Tunnel Info for N3 and N9, this message is also used to release the N3 Tunnel. If I-UPF is used for indirect forwarding, the SMF sends an N4 Session Modification Request to the I-UPF to release the indirect data forwarding resource.

20b.
UPF to SMF: N4 Session Modification Response.


If UPF(PSA) is used for indirect forwarding, the UPF (PSA) sends N4 Session Modification Response to SMF.


If I-UPF is used for indirect forwarding, the I-UPF sends N4 Session Modification Response to SMF.

***** 4th Change *****
4.23.9.1
Addition of PDU Session Anchor and Branching Point or UL CL controlled by I-SMF

This clause describes a procedure to add a PDU Session Anchor and Branching Point or UL CL controlled by I-SMF.
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Figure 4.23.9.1-1: Addition of PDU Session Anchor and Branching Point or UL CL controlled by I-SMF

1.
UE has an established PDU Session with a UPF including the PDU Session Anchor 1, which is controlled by SMF.The I-SMF and an I-UPF controlled by I-SMF have already been inserted for the PDU Session.


When the I-SMF is inserted, the I-SMF provides the DNAI list it supports to SMF. Based on the DNAI list information received from I-SMF, the SMF provides the DNAI(s) of interest for this PDU Session to I-SMF e.g. immediately or when (a) new or updated or removed PCC rule(s) is/are received as defined in clause 4.23.6. This DNAI(s) of interest for this PDU Session indicates to the I-SMF the list of DNAI(s) to be considered for local traffic steering within the PDU Session.


An indication of whether or Multi-homing is possible is also provided to the I-SMF, and the I-SMF uses this information to decide whether multi-homing can be used for the PDU Session.

2.
At some point, using the DNAI(s) of interest for this PDU Session received from the SMF, the I-SMF decides to establish a new PDU Session Anchor e.g. due to UE mobility. The I-SMF selects a UPF and using N4 establishes the new PDU Session Anchor 2 (PSA2) of the PDU Session. During this step:

-
(if needed) the PSA2 CN Tunnel Info of the local N9 termination on the PSA2 may be determined,

-
In the case of IPv6 multi-homing applies to the PDU Session, a new IPv6 prefix corresponding to PSA2 is allocated by the I-SMF or by the UPF supporting the PSA2.

3.
The I-SMF may select a UPF that will acting as UL CL or Branching Point and replace the current I-UPF.


If a new UPF that will act as UL CL/Branching Point is selected (i.e. the existing I-UPF is replaced), the I-SMF uses N4 establishment to provide the 5G AN Tunnel Info, the PSA1 and (where applicable) PSA2 CN Tunnel Info to the new UPF.

NOTE 1:
If the Branching Point or UL CL and the PSA2 are co-located in a single UPF then steps 2 and 3 can be merged.

4.
The I-SMF invokes Nsmf_PDUSession_Update Request (Indication of UL CL or Branching Point insertion, IPv6 prefix @PSA2, DNAI(s) supported by PSA2, DL Tunnel Info of UL CL/Branching Point) to SMF. Whether the UL CL/Branching Point and PSA2 are supported by the same UPF is transparent to the SMF. Multiple local PSAs (i.e. PSA2) may be inserted at one time, each corresponds to a DNAI and/or an IPv6 prefix in case of multi-homing.

The I-SMF informs the SMF that a UL CL or Branching Point is inserted, the I-SMF provides DNAI(s) supported by PSA2 to the SMF. The DL Tunnel Info of UL CL/Branching Point is provided to SMF if a new UPF is selected to replace I-UPF in step 3.


In the case of multi-homing, the IPv6 prefix @PSA2 is also provided to SMF.


If the PCF has subscribed to the IP address allocation/release event, the SMF performs the Session Management Policy Modification procedure as defined in clause 4.16.5 to provide the new allocated IPv6 prefix to the PCF.


The DNAI(s) supported by PSA2 may be used by the SMF to determine which PCC rules are to be applied at UPF(s) controlled by the I-SMF.

5.
If a new DL Tunnel Info of UL CL/ Branching Point has been provided in step 4, the SMF updates the PSA1 via N4 with the CN Tunnel Info for the downlink traffic. Now the downlink packets from PSA1 is sent to UE via the new UPF which will act as Branching Point/UL CL. The SMF may also update the forwarding rules in PSA1 if some of traffic is to be moved to UPFs controlled by I-SMF.

6.
The SMF responds to the I-SMF with Nsmf_PDUSession_Update Response (set of (N4 information including DNAI), Indication of no DNAI change, Indication of no local PSA change). The SMF generates N4 information for local traffic handling based on PCC rules and CHF requests that will be enforced by UPFs controlled by I-SMF. The N4 information for local traffic handling corresponds to N4 rules (PDR, FAR, URR, QER, etc.) related with the support of a DNAI. This is described in TS 23.501 [2] clause 5.34.6. N4 information for local traffic handling may indicate information (as the 5G AN Tunnel Info) that the SMF does not know and that the I-SMF needs to determine itself to build actual rules sent to the UPF(s).
 If the rule is applied to the local PSA, the N4 information includes the associated DNAI.

If the "Indication of application relocation possibility" or "UE IP address preservation indication" attributes are included in the PCC rule, the SMF includes the corresponding Indication of no DNAI change and Indication no local PSA change respectively.


If the CN Tunnel Info at the PSA1 has changed, the SMF may also provide its new value.


The I-SMF uses N4 information for local traffic handling received from the SMF as well as 5G AN Tunnel Info received from the 5G AN via the AMF and local configuration to determine N4 rules to send to the UPF(s) it is controlling.

7.
The I-SMF updates the PSA2 via N4 providing N4 rules determined in step 6. It also provides the Branching Point or UL CL CN Tunnel Info for down-link traffic if the PSA2 and the UL CL/Branching Point are supported by different UPF(s).

8. The I-SMF updates the Branching Point or UL CL via N4 providing N4 rules determined in step 6.

NOTE 2:
If the Branching Point or UL CL and the PSA2 are co-located in a single UPF then step 7 and step 8 can be merged.

9.
Steps 6-8 of clause 4.3.5.4 are performed. In the case of IPv6 multi-homing PDU Session, the SMF notifies the UE of the IPv6 prefix @PSA2 and updates the UE with routing rule.

NOTE 3:
Step 6 of clause 4.3.5.4 is skipped if the current I-UPF is selected to act as Branching Point or UL CL.

10.
If a new UPF is selected to replace I-UPF in step 3, the I-SMF uses N4 Release to remove the I-UPF of the PDU Session. The I-UPF releases resources for the PDU Session.

***** 5th Change *****
4.23.9.2
Removal of PDU Session Anchor and Branching Point or UL CL controlled by I-SMF

This clause describes a procedure to remove a PDU Session Anchor, and Branching Point or UL CL controlled by I-SMF.
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Figure 4. 23.9.2-1: Removal of PDU Session Anchor and Branching Point or UL CL controlled by I-SMF

1.
UE has an established PDU Session with a UPF including the PDU Session Anchor 1 (controlled by SMF), and the UL-CL/BP and the PDU Session Anchor 2 (controlld by I-SMF).


At some point the I-SMF decides to remove the PDU Session Anchor 2 and UL-CL/BP function, e.g. due to UE mobility.

2.
The I-SMF may select a new UPF acting as new I-UPF, and replace the existing I-UPF which also act as UL-CL/BP before.


If a new UPF acting as new I-UPF is selected, the I-SMF uses N4 establishment to provides the PSA1 CN Tunnel Info and (R)AN Tunnel Info to the new I-UPF.

3.
The I-SMF invokes Nsmf_PDUSession_Update Request (Indication of Removal of traffic offload, Removal of IPv6 prefix @PSA2, DNAI associated with the PSA2, DL Tunnel Info of new I-UPF) to SMF. Multiple local PSAs may be removed, in this case, the I-SMF provides for each local PSA to be removal, the associated DNAI and an IPv6 prefix in case of multi-homing.

The I-SMF informs the SMF that local trafficoffload is removed.


In the case of IPv6 multi-homing, the I-SMF also notifies the SMF with the removal of the IPv6 prefix @PSA2. , The SMF issues a SM Policy Association Modification (clause 4.16.5) corresponding to the IP address allocation/release PCRT(Policy Control Request Trigger).

4.
If a new UPF that replaces existing I-UPF is selected in step 2, the SMF updates the PSA1 via N4. It provides the CN Tunnel Info of new I-UPF for the downlink traffic. The SMF updates the packet handling rules in PSA1 as now all traffic is to be moved to PSA1.

5. In the case of IPv6 multi-homing, the SMF notifies the UE to stop using the IPv6 prefix corresponding to PSA2. Also the SMF sends IPv6 multi-homed routing rule along with the IPv6 prefix corresponding to PSA1 to the UE . Based on the information provided in the Router Advertisement, the UE starts using the IPv6 prefix (corresponding to PSA1) for corresponding traffic.

6.
The SMF responds I-SMF with Nsmf_PDUSession_Update Response. The N4 information indicates the removal of the traffic offload rules.

7.
If a new UPF that replaces existing I-UPF is selected in step 2, the I-SMF releases the old I-UPF. Otherwise the I-SMF updates the existing I-UPF with new rules in order to remove the UL-CL/BP functionality from that I-UPF.

8.
If a new UPF that replaces existing I-UPF is selected in step 2, the SMF updates the (R)AN with the new I-UPF CN Tunnel Info.

9.
If the PSA2 is not collocated with UL-CL/BP function, the I-SMF releases it via N4.

***** 6th Change *****
4.23.9.3
Change of PDU Session Anchor for IPv6 multi-homing or UL CL controlled by I-SMF

This clause describes a change of UL-CL/BP function, e.g. new additional PDU Session Anchor (i.e. PSA2) and releases the existing additional PDU Session Anchor (i.e. PSA0), via modifying IPv6 multi-homing or UL CL rule in the same Branching Point or UL CL under controlled by the same I-SMF.
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Figure 4.23.9.3-1: Change of PDU Session Anchor for Branching Point or UL CL controlled by I-SMF

1.
UE has an established PDU Session with a UPF including the PDU Session Anchor 1(controlled by SMF), and the PDU Session Anchor 0 and an I-UPF acting as UL CL or BP (controlled by I-SMF).

2.
At some point the I-SMF decides to establish a new PDU Session Anchor and releases the existing PDU Session Anchor e.g. due to UE mobility. The I-SMF selects a UPF and using N4 establishes the new PDU Session Anchor 2 of the PDU Session.


In the case of IPv6 multi-homing PDU Session, the I-SMF allocates a new IPv6 prefix corresponding to PSA2.

3.
The I-SMF invokes Nsmf_PDUSession_Update Request (Indication of Change of traffic offload, (new allocated IPv6 prefix @PSA2, DNAI(s) supported by PSA2), (Removal of IPv6 prefix @PSA0, DNAI(s) supported by PSA0)) to SMF. Multiple local PSAs may be changed, in this case, the I-SMF provides for each local PSA to be changed, the DNAI now reachable, an new IPv6 prefix and the link-local address in case of multi-homing, the DNAI no more reachable and the old IPv6 prefix in case of multi-homing.

The I-SMF informs the SMF that a change of traffic offload occurred.


The I-SMF provides DNAI(s) no more reachable and the DNAI now reachable to SMF. The SMF generates the corresponding N4 information based on this DNAI(s) information.


In the case of multi-homing, the new allocated IPv6 prefix @PSA2 and removal of IPv6 prefix @PSA0 are also provided to SMF.

4.
The SMF issues a SM Policy Association Modification (clause 4.16.5) corresponding to the IP address allocation/release PCRT. The SMF may also send a notification to the AF, as described in clause 4.3.6.3.

5.
The SMF responds to I-SMF with Nsmf_PDUSession_Update Response. The information includes N4 information to remove the traffic offload related to the DNAI(s) that are no more reachable and to enable the traffic offload related to the DNAI(s) that are now reachable.

6-8.
Same as step 7-9 of clause 4.23.9.1

9.
The I-SMF releases via N4 the PSA0 if PSA0 is not collocated with UL CL/BP, or updates the UL CL/BP to remove corresponding rules if it is collocated with UL CL/BP.

***** 7th Change *****
4.23.6.2
Policy Update Procedures with I-SMF

Figure 4.23.6-1 shows procedures related to provisioning of PCC rules containing traffic steering information related to an I-SMF.
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Figure 4.23.6-1: Policy Update procedure

In cases where step 1a in figure 4.23.6-1 is triggered in response to PCF receiving AF request, below steps 3 and 4 are applicable, in addition to those steps as explained in clause 4.3.6.1.

Step 3:
SMF provides to I-SMF with DNAI(s) of interest for this PDU Session for local traffic steering. If PCC rule changes for traffic offloaded via ULCL/BP due to the AF request, the SMF provides the updated N4 information to the I-SMF.
***** 8th Change *****
4.23.11.2
Xn based handover with insertion of intermediate SMF

This procedure is used to hand over a UE from a Source NG-RAN to a Target NG-RAN using Xn interface (in this case the AMF is unchanged) and the AMF decides that insertion of a new intermediate I-SMF is needed. This procedure is used for non-roaming or local breakout roaming scenario.

The call flow is shown in figure 4.23.11.2-1.
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Figure 4.23.11.2-1: Xn based inter NG-RAN handover with insertion of intermediate SMF

1.
Step 1 is the same as described in clause 4.9.1.2.2.

2.
For each PDU Session Rejected in the list of PDU Sessions received in the N2 Path Switch Request, the AMF perform same step as step 2 in clause 4.9.1.2.2.

3a.
For each PDU Session To Be Switched, the AMF checks if an I-SMF needs to be selected as described in clause 5.35.3 of TS 23.501 [2].

3b.
If a new I-SMF is selected the AMF sends Nsmf_PDUSession_CreateSMContext Request(SUPI, AMF ID, SMF ID, SM Context ID, PDU Session To Be Switched with N2 SM Information (Secondary RAT usage data), UE Location Information, UE presence in LADN service area) to the new selected I-SMF.

4.
The new I-SMF sends Nsmf_PDUSession_Context Request(SM context type, SM Context ID) to SMF to retrieve the SM Context.


The Target I-SMF uses SM Context ID received from AMF for this service operation. SM context type indicates that the requested information is all SM context, i.e. PDN Connection Context and 5G SM context. The SM Context ID is used by the recipient of Nsmf_PDUSession_Context Request in order to determine the targeted PDU Session.

5a.
I-SMF to I-UPF: N4 Session Establishment Request (Target NG-RAN Tunnel Info, UL CN Tunnel Info of the UPF(PSA))


For PDU Sessions to be switched, the I-SMF then selects a I-UPF based on UPF Selection Criteria according to clause 6.3.3 of TS 23.501 [2]. An N4 Session Establishment Request message is sent to the I-UPF. The target NG-RAN Tunnel Info is included in the N4 Session Establishment Request message. If the CN Tunnel Info of the I-UPF is allocated by the I-SMF, the I-SMF provides the UL and DL CN Tunnel Info of I-UPF to the I-UPF.

5b.
I-UPF to I-SMF: N4 Session Establishment Response.


The I-UPF sends an N4 Session Establishment Response message to the I-SMF. If the CN Tunnel Info of the I-UPF is allocated by the UPF, the UL and DL CN Tunnel Info of I-UPF is sent to the I-SMF.

6.
I-SMF to SMF: Nsmf_PDUSession_Create Request to the SMF(SUPI, PDU Session ID, Secondary RAT usage data, UE Location Information, UE presence in LADN service area, DL CN Tunnel Info of the I-UPF, DNAI list supported by the I-SMF, End Marker Indication).


The End Marker Indication is used to indicate that End Marker(s) is to be sent.


The I-SMF provides the DNAI list it supports to the SMF as defined in Figure 4.23.9.1-1 step 1.


Secondary RAT usage data is extracted from PDU Session To Be Switched with N2 SM Information received from NG RAN.

7a.
SMF to UPF (PSA): N4 Session Modification Request(DL CN Tunnel Info of the I-UPF).


If the SMF provides the DL CN Tunnel Info of the I-UPF to the UPF(PSA).

7b.
UPF (PSA) to SMF: N4 Session Modification Response.


The PDU Session Anchor responds with the N4 Session Modification Response message after requested PDU Sessions are switched. At this point, PDU Session Anchor starts sending downlink packets to the Target NG-RAN via I-UPF.


PDU Session Anchor sends one or more "end marker" packets for each N3/N9 tunnel on the old path immediately after switching the path, the source NG-RAN shall forward the "end marker" packets to the target NG-RAN.

8.
In order to assist the reordering function in the Target NG-RAN, the PDU Session Anchor sends one or more "end marker" packets for each N3/N9 tunnel on the old path immediately after switching the path, the source NG-RAN shall forward the "end marker" packets to the target NG-RAN.

9.
SMF to I-SMF: Nsmf_PDUSession_Create Response(Information for local traffic steering location).


In the case of I-SMF insertion and the PDU session corresponds to a LADN, the SMF shall release the PDU session after the handover procedure is completed.

10.
I-SMF to AMF: Nsmf_PDUSession_CreateSMContext Response (UL CN Tunnel Info of the I-UPF).


The SMF sends an Nsmf_PDUSession_CreateSMContext response to the AMF.

11-13.
Steps 11-13 are same as steps 7-9 defined in clause 4.9.1.2.2.

***** 9th Change *****
4.23.11.3
Xn based handover with re-allocation of intermediate SMF

This procedure is used to hand over a UE from a Source NG-RAN to a Target NG-RAN using Xn interface (in this case the AMF is unchanged) and the AMF decides that the intermediate SMF(I-SMF) is to be changed. This procedure is used for non-roaming or local breakout roaming scenario. In case of home routed roaming scenario, this procedure is also used except the I-SMF is replaced by V-SMF.

The call flow is shown in figure 4.23.11.3 -1.
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Figure 4.23.11.3-1: Xn based inter NG-RAN handover with intermediate I-SMF re-allocation

1-3.
Steps 1-3 are same as steps 1-3 described in clause 4.23.11.2 except that in step 2 the AMF sends Nsmf_PDUSession_UpdateSMContext Request to source I-SMF and then the source I-SMF sends the Nsmf_PDUSession_Update Request to SMF.

4.
The target I-SMF sends Nsmf_PDUSession_Context Request to Source I-SMF to retrieve 5G SM Context.

5a-11.
Steps 5a-11 are same as steps 5a-11 described in clause 4.23.11.2 with the following difference:


In step 6, the target I-SMF invokes Nsmf_PDUSession_Update Request (Secondary RAT usage data, UE Location Information, UE presence in LADN service area, DL CN Tunnel Info of the I-UPF, DNAI list supported by target I-SMF, End Marker Indication) toward the SMF;

In step 9, the SMF respond with Nsmf_PDUSession_Update Response. The SMF may provide the DNAI(s) of interest for this PDU Session to I-SMF as described in step 1 of Figure 4.23.9.1-1.

Secondary RAT usage data is extracted from PDU Session To Be Switched with N2 SM Information received from NG RAN.

12a.
The AMF sends Nsmf_PDUSession_ReleaseSMContext
Request (I-SMF only indication) to source I-SMF. The source I-SMF removes the SM context of this PDU session. An indication is included in this message to avoid invoking resource release in SMF.

12b.
The source I-SMF sends N4 Session Release to release the resource in source I-UPF.

13-14.
Steps 13-14 are same as steps 12-13 described in clause 4.23.11.2.

***** 10th Change *****
4.23.11.4
Xn based handover with removal of intermediate SMF

This procedure is used to hand over a UE from a Source NG-RAN to a Target NG-RAN using Xn interface(in this case the AMF is unchanged) and the AMF decides that removal of intermediate I-SMF is needed. This procedure is used for non-roaming or local breakout roaming scenario. In case of home routed roaming scenario, this procedure is also used except the I-SMF is replaced by V-SMF.

The call flow is shown in figure 4.23.11.4-1.
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Figure 4.23.11.4-1: Xn based inter NG-RAN handover with removal of intermediate SMF

1.
Step 1 is the same as described in clause 4.9.1.2.2.

2.
For each PDU Session Rejected in the list of PDU Sessions received in the N2 Path Switch Request, the AMF sends Nsmf_PDUSession_UpdateSMContext Request to source I-SMF and then the source I-SMF sends the Nsmf_PDUSession_Update Request to SMF forwarding the failure cause. The SMF decides whether to release the PDU Session.

3a.
For each PDU Session To Be Switched, the AMF performs I-SMF selection as described in clause 5.35.3 of TS 23.501 [2], and the AMF decides to remove I-SMF in this case.

3b.
The AMF sends Nsmf_PDUSession_CreateSMContext Request (SUPI, PDU Session ID, AMF ID, PDU Session To Be Switched with N2 SM Information (Secondary RAT usage data), UE Location Information, UE presence in LADN service area, Target NG-RAN Tunnel Info) to the SMF.

4a.
[Conditional] SMF to I-UPF: N4 Session Establishment Request (Target NG-RAN Tunnel Info, UL CN Tunnel Info of the UPF (PSA)).


For PDU Sessions to be switched, the SMF may select an I-UPF based on UPF Selection Criteria according to clause 6.3.3 of TS 23.501 [2]. If an I-UPF is selected, an N4 Session Establishment Request message is sent to the I-UPF. The target NG-RAN Tunnel Info is included in the N4 Session Establishment Request message. If the CN Tunnel Info of the I-UPF is allocated by the SMF, the SMF provides the UL and DL CN Tunnel Info of I-UPF to the I-UPF.

4b.
I-UPF to SMF: N4 Session Establishment Response.


The I-UPF sends an N4 Session Establishment Response message to the I-SMF. If the CN Tunnel Info of the I-UPF is allocated by the UPF, the UL and DL CN Tunnel Info of I-UPF is sent to the I-SMF.

5a.
SMF to UPF (PSA): N4 Session Modification Request (DL CN Tunnel Info of the I-UPF).


The SMF provides the DL CN Tunnel Info of the I-UPF to the UPF (PSA).

5b.
UPF (PSA) to SMF: N4 Session Modification Response.


The PDU Session Anchor responds with the N4 Session Modification Response message after requested PDU Sessions are switched. PDU Session Anchor sends one or more "end marker" packets for each N3/N9 tunnel on the old path immediately after switching the path, the source NG-RAN shall forward the "end marker" packets to the target NG-RAN. At this point, PDU Session Anchor starts sending downlink packets to the Target NG-RAN via I-UPF.

6a.
[Conditional] SMF to I-UPF: N4 Session Modification Request (UL CN Tunnel Info of the UPF (PSA)).


If the UL CN Tunnel Info of the UPF (PSA) has been changed, the SMF provides the UL CN Tunnel Info of the UPF (PSA) to I-UPF.

6b.
I-UPF to SMF: N4 Session Modification Response.


The I-UPF responds with the N4 Session Modification Response message.

7.
In order to assist the reordering function in the Target NG-RAN, the PDU Session Anchor sends one or more "end marker" packets for each N3/N9 tunnel on the old path immediately after switching the path, the source NG-RAN shall forward the "end marker" packets to the target NG-RAN.

8.
SMF to AMF: Nsmf_PDUSession_CreateSMContext Response (UL CN Tunnel Info of the I-UPF).


The SMF sends an Nsmf_PDUSession_CreateSMContext response to the AMF.

9.
Step 9 is same as step 7 defined in clause 4.9.1.2.2.

10a.
AMF to source I-SMF: Nsmf_PDUSession_ReleaseSMContext request (I-SMF only Indication).


The AMF sends Nsmf_PDUSession_ReleaseSMContext request to source I-SMF. The I-SMF only indication is included in this message to avoid invoking resource release in SMF.

10b.
Source I-SMF to source I-UPF: N4 Session Release Request/Response.


The source I-SMF sends N4 Session Release Request to source I-UPF in order to release resources for the PDU Session.

10c.
Source I-SMF to AMF: Nsmf_PDUSession_ReleaseSMContext Response.


The source I-SMF responds to AMF with Nsmf_PDUSession_ReleaseSMContext response.

11-12.
Steps 11-12 are same as steps 8-9 defined in clause 4.9.1.2.2.

***** 11th Change *****
5.2.8.2.2
Nsmf_PDUSession_Create service operation

Service operation name: Nsmf_PDUSession_Create.

Description: Create a new PDU Session in the H-SMF or SMF or create an association with an existing PDN connection in the home PGW-C+SMF.
Input, Required: SUPI, V-SMF ID or I-SMF ID, V-SMF SM Context ID or I-SMF SM Context ID, DNN, V-CN Tunnel Info or I-UPF Tunnel Info, addressing information allowing the H-SMF to request the V-SMF to issue further operations about the PDU Session or addressing information allowing the SMF to request the I-SMF to issue further operations about the PDU Session.

Input, Optional: S-NSSAI, PCO, Requested PDU Session Type, 5GSM Core Network Capability, Requested SSC mode, PDU Session ID, Number Of Packet Filters, UE location information, subscription get notified of PDU Session status change, PEI, GPSI, AN type, PCF ID, PCF Group ID, DNN Selection Mode, UE's Routing Indicator or UDM Group ID for the UE, Always-on PDU Session Requested, Control Plane CIoT 5GS Optimisation Indication, information provided by V-SMF related to charging in home routed scenario (see TS 32.255 [45]), AMF ID, EPS Bearer Status, DNAI list supported by I-SMF (from I-SMF to SMF).

Output, Required: Result Indication, and if success a SM Context ID and in addition: QFI(s), QoS Profile(s), Session-AMBR, QoS Rule(s), QoS Flow level QoS parameters if any for the QoS Flow(s) associated with the QoS rule(s), H-CN Tunnel Info or PSA UPF Tunnel Info, Enable pause of charging indication, Selected PDU Session Type and SSC mode.

Output, Optional: PDU Session ID, S-NSSAI, Cause, PCO, UE IP address, IPv6 Prefix allocated to the PDU Session, information needed by V-SMF in case of EPS interworking such as the PDN Connection Type, Reflective QoS Timer, Always-on PDU Session Granted, information provided by H-SMF related to charging in home routed scenario (see TS 32.255 [45]), DNAI(s) of interest for this PDU Session (from SMF to I-SMF), indication of multi-homing support (from SMF to I-SMF).

The V-SMF SM Context ID in the Input provides addressing information allocated by the V-SMF (to be used for service operations towards the V-SMF for this PDU Session).
The I-SMF SM Context ID in the Input provides addressing information allocated by the I-SMF (to be used for service operations towards the I-SMF for this PDU Session).
See clause 4.3.2.2.2, clause 4.11.1.2.2, clause 4.11.1.3.3 and clause 4.24 for details on the usage of this service operation.

***** 12th Change *****
5.2.8.2.3
Nsmf_PDUSession_Update service operation

Service operation name: Nsmf_PDUSession_Update.

Description: Update the established PDU Session.

This service operation is invoked by the V-SMF towards the H-SMF in case of UE or serving network requested PDU Session Modification in order for the V-SMF to transfer the PDU Session Modification request. It can also be invoked by the V-SMF to indicate to the H-SMF that the access type of the PDU session can be changed.
This service operation is invoked by the I-SMF towards the SMF in case of UE or serving network requested PDU Session Modification in order for the I-SMF to transfer the PDU Session Modification request. It can also be invoked by the I-SMF to indicate to the SMF that the access type of the PDU session can be changed. This service operation is also invoked by the I-SMF towards the SMF to insert or remove ULCL or BP controlled by the I-SMF or to report usage offloaded via UL CL or BP controlled by I-SMF.
This service operation is invoked by the H-SMF towards the V-SMF for both UE initiated and HPLMN initiated PDU Session Modification and PDU Session Release cases in order to have the SM PDU Session Modification request or SM PDU Session Release request sent to the UE. It can also be invoked by the H-SMF towards the V-SMF to release the 5GC and 5G-AN resources in e.g. handover from 5GC-N3IWF to EPS and from 5GS to EPC/ePDG, wherein the UE is not notified.
This service operation is invoked by the SMF towards the I-SMF for both UE initiated and SMF/PCF initiated PDU Session Modification and PDU Session Release cases in order to have the SM PDU Session Modification request or SM PDU Session Release request sent to the UE. It can also be invoked by the SMF towards the I-SMF to release the 5GC and 5G-AN resources in e.g. handover from 5GC-N3IWF to EPS and from 5GS to EPC/ePDG, wherein the UE is not notified. This service operation is also invokded by the SMF towards the I-SMF to provide updated N4 information or updated DNAI list of interest for this PDU Session when SMF receives updated PCC rules.
This service operation is invoked by the V-SMF or I-SMF and the H-SMF or SMF in case of PDU Session Establishment authentication/authorization by a DN-AAA server defined in clause  4.3.2.3: it is used to carry DN Request Container information between the DN-AAA server and the UE.

Input, Required: SM Context ID.

Input, Optional: UE location information (ULI), UE Time Zone, AN type, indication of PDU Session Release, H-SMF SM Context ID (from H-SMF to V-SMF) or SMF SM Context ID (from SMF to I-SMF), QoS Rule and QoS Flow level QoS parameters if any for the QoS Flow associated with the QoS rule (from H-SMF to V-SMF or from SMF to I-SMF), N9 Tunnel Info (from V-SMF to H-SMF or from I-SMF to SMF), Information requested by UE for e.g. QoS (from V-SMF to H-SMF or from I-SMF to SMF), 5GSM Core Network Capability, Information necessary for V-SMF or I-SMF to build SM Message towards the UE (from H-SMF to V-SMF or from SMF to I-SMF), Trigger PDU release indication (V-SMF to H-SMF or from I-SMF to SMF), Start Pause of Charging indication, Stop Pause of Charging indication, DN Request Container information, indication that the UE shall not be notified, EBI Allocation Parameters (ARP list), Secondary RAT usage data, indication that the access type of the PDU session can be changed (V-SMF to H-SMF or from I-SMF to SMF), Small Data Rate Control Status (from H-SMF to V-SMF or from SMF to I-SMF), APN Rate Control Status (from H-SMF to V-SMF or from SMF to I-SMF) , DNAI list supported by I-SMF (from I-SMF to SMF), indication of multi-homing support (from SMF to I-SMF), indication of ULCL or BP insertion (from I-SMF to SMF), indication of ULCL or BP removal (from I-SMF to SMF), IPv6 prefix @local PSA (from I-SMF to SMF), DNAI(s) supported by local PSA (from I-SMF to SMF), Tunnel info of ULCL or BP (from I-SMF to SMF), N4 information (from I-SMF to SMF or from SMF to I-SMF).

Output, Required: Result indication, <ARP, Cause> pair.
Output, Optional: UE location information, AN Type, SM information from UE (from V-SMF to H-SMF or from I-SMF to SMF), list of Rejected QoS Flows (from V-SMF to H-SMF or from I-SMF to SMF), a list of <ARP, EBI> pair, Secondary RAT Usage Data, DNAI(s) of interest for this PDU Session (from SMF to I-SMF), N4 Information (from SMF to I-SMF).

The H-SMF SM Context ID in the Input provides addressing information allocated by the H-SMF (to be used for service operations towards the H-SMF for this PDU Session).
The SMF SM Context ID in the Input provides addressing information allocated by the SMF (to be used for service operations towards the SMF for this PDU Session).
See clause 4.3.3.3 for an example usage of this service operation.
***** 13th Change *****
5.2.8.2.4
Nsmf_PDUSession_Release service operation

Service operation name: Nsmf_PDUSession_Release.

Description: It causes the immediate and unconditional deletion of the resources associated with the PDU Session. This service operation is used by V-SMF to request the H-SMF or used by I-SMF to request the SMF to release the resources related to a PDU Session for the serving network initiated PDU release case (e.g. implicit De-registration of UE in the serving network).
Input, Required: SM Context ID.

Input, Optional: Secondary RAT Usage Data.
Output, Required: Result Indication.
Output, Optional: Small Data Rate Control Status, APN Rate Control Status.

See clause 4.3.4.3 for an example usage of this service operation.

***** End of Changes *****[image: image12.png]
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�Step 8a, the PDUSession_Update service operation is for I-SMF change, and Create service operation is for I-SMF insertion.





�Step 24 and the Downlink data below step 24 were pointed to New I-SMF which should be New I-UPF.


�Step 12a/12b  shall point to the  target UPF not the target SMF.





�Align the wording in TS23.501
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